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Declaration of Conformity

FCC Certification

The United States Federal Communication Commission (FCC) and the Canadian Department
of Communications have established certain rules governing the use of electronic equipment.

Part15, Class B

This device complies with Part 15 of FCC rules. Operation is subject to the following two
conditions:

1) This device may not cause harmful interface, and

2) This device must accept any interface received, including interface that may cause
undesired operation. This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy, and if not installed and
used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning off and on, the user is encouraged to try to
correct the interference by one or more of the following measures:

* Reorient or relocate the receiving antenna.

* Increase the distance between the equipment and receiver.

» Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

CAUTION:

1. To comply with FCC RF exposure compliance requirements, a separation distance of at
least 20 cm must be maintained between the antenna of this device and all persons.

2. This transmitter must not be co-located or operating in conjunction with any other antenna
or transmitter.
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1 Introduction to WL630PC Wireless B/G CardBus PC Card

The WL630PC Wireless B/G CardBus PC Card is designed for creating a wireless
workstation for notebook or desktop computer. It is compatible with any Cardbus-equipped
computers.

The WL630PC Wireless B/G CardBus PC Card is compliant with both Wireless-G (802.11g)

and Wireless-B (802.11b). It delivers data rates up to 54Mbps. With this incredible speed, you
are able to access the Internet easily anywhere in the building.

1.1 Package Contents

Make sure that you have the following items. If any of the items is damaged or missing,
please contact your dealer immediately.

WL630PC Wireless B/G CardBus PC Card (Qty:1) Easy Start (Qty:1)

Installation CD (Qty:1)

1.2 Features

» Complies with IEEE 802.11b standard and draft standard 802.11g for 2.4GHz Wireless
LAN.

» Complies with CardBus 7.0 specification.

»  Supports PC Card hot swap and true Plug & Play.

»  Works with all existing network infrastructure.

» Complies with specific wireless products and services.

» Capable of up to 256-Bit WEP Encryption.

» Freedom to roam while staying connected.

e 22-Mbps Packet Binary Convolution Coding (PBCC) (according to the IEEE Standard
802.11b high-rate specification).

» Up to 54 Mbps may be provided in 802.11g mode of operation.

* Rich diagnostic LED indicators with Integrated Antenna.

e Complies with Windows 98SE/2000/ME/XP.

» Lower power consumption.

» Easy to install and configure.

1.3 LED Indicators

Power Indicator (Orange LED):
The LED will light up when the device is connected to a network (an AP or Peer-to-Peer).
The LED will blink when the device is scanning for all available networks.

Act Indicator (Green LED):
The LED will flicker when there is transmitting/receiving of wireless data.
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2 Installation

2.1 System Requirements

Notebook PC

Pentium® 233 processor or higher

64MB RAM

20MB hard disk space (system files and modem driver only)

A free Cardbus Slot

CD-ROM drive

*  Windows® 98 SE / Windows® Me / Windows® XP / Windows® 2000

2.2 Step 1: Install the Driver & Utility

Do not insert the Wireless CardBus
PC Card into your computer until the
procedures in “ Install the Device &
Utility ” have been performed.

1. Exit all Windows programs. Insert the Installation CD into your CD-ROM. The CD will run
automatically. If the Installation CD auto run fails, please run the “Setup.exe” file in the
CD.

For Windows 98SE/ME/2000/XP

2. When the Welcome screen appears, click “Next” to continue.
InstallShield Wizard X

Welcome to the InstallShield wizard for
- WLE3IOPC Wireless B+G Utility

The InstallShield® Wizand will install WLESOPC Wireless
B+G Litility on your computer. To continue, click Mext.

Cancel
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3. The below screen will be shown. Click “Next” to continue.

InstallShield Wizand

Chooze Destination Location
Select folder where Setup will install files,

Setup will install WLE30PC Wireless B+G Utility in the fallowing falder.

Toinstal to this folder, click Nest. Toinstall to a different folder, click Browse and select
another folder.

Destination Folder

C:%Program Files\\WWLE30PC Wireless B+G Browse...

Cancel |

4. The below screen will be shown. Click “Next” to continue and the installation program
will start running automatically.

InstallShield Wizard

Select Program Folder

Please select a priogram folder

Setup will add program icons to the Program Folder listed below. You may type a new folder
name, or select one from the existing folders list. Click Nest to continue.

PFrogram Folders:

Eizting Folders:

Administrative T ools

< Back Mest » | Cancel |

5. For Windows 2000 and Windows XP, you may be prompted for Digital Signature not
found. Just click “Yes” or “Continue Anyway” to continue with the installation.

6. When the below screen is shown, click “OK” to restart the system.

InstallShield Wizard

InstallShield Wizard Complete

The installation has complete. The system needs to be
rebooted,

Flease plug-in the device after the system restarts,

@+ Hes, | want o restart my computer nove.;

" Mo, | will restart my computer later,

Click. Firigh to exit WLE30PC Wireless B+G Utility setup.

Finizh |
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2.3 Step 2: Install the Device

Note: Before you install the device to your computer, make sure you have
installed the driver and utility as described in the previous section.

1. Locate your Cardbus slot and insert the Wireless CardBus
PC Card into the slat.

2. Once the device has been inserted to your computer,
YWindows will detect the new hardware.

3. Windows will begin copying the files to your computer.

For Windows 98SE/ME

4. Before installing the device, make sure you have your original Windows 98 CD-ROM on
hand (not required for Windows ME). When the prompt for “Windows 98 Second Edition
CD-ROM” window appears, insert the CD-ROM as requested. Click “OK” to continue the
installation.

Inzert Dizk EZ |

Q Fleaze inzert the disk labeled “indows 38 Second Edition CO-ROM', and then click OF.

5. The installation will continue and the system may prompt for a “Version Conflict”. Click
“Yes” to keep the existing file. This completes the installation of the device.

For Windows 2000

4. When the “Digital Signature Not Found” screen appears, click “Yes” to continue the
installation.

Digital Signature Not Found |

The Microzaft digital zignature affirms that zoftware has
been tested with Windows and that the software has not
been altered since it was tested.

The zoftware you are about ta inztall does not contain a
Microzoft digital signature. Therefare, there iz no
guarantee that thiz software works corectly with
Windows.

WLEIOPC Wireless BAG Cardbus PC Card

|F pou want to gearch for Microsoft digitally signed
software, visit the "Windows Update Web site at
http:/ fwindowsupdate. microzoft. com to zee if one iz
available.

Do pou want to continue the installation?

Mo More Info

5. This completes the installation of the device.
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For Windows XP

4. Windows may ask to connect to Windows Update to search for software. Select “No”.
When below is prompted, click “Next” to continue the installation.

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helps you install software for:

WwWLEI0PC Wireless B/G Cardbus PC Card

Z'\.') If your hardware came with an installation CD
“ZE or floppy disk. insert it now.

Wwhat do you want the wizard to do?

(O Install from a list ar zpecific location [Advanced)

Click. Mest to continue.

[ Mext > ][ Cancel ]

5. When the “Hardware Installation” screen appears, click “Continue Anyway” to continue
the installation.

Hardware Installation

L | E The software you are installing for this hardware:
L]
WLEIOPC Wireless B/G Cardbus PC Card

hasz not pazsed Windows Logo testing to verify its compatibility

with Windows %P. [Tell me why this testing is impartant. )

Continuing your ingtallation of thiz software may impair
or destabilize the correct operation of your system
either immediately or in the future. Microzoft strongly
recommends that you stop this installation now and
contact the hardware vendor for software that has
passed Windows Logo testing.

[ Continus Aryweay ] | STOP Installation |

6. When the following screen appears, click “Finish” to complete the installation of the
device.

Found Mew Handware Wizand
Completing the Found New
Hardware Wizard

The wizard has finished installing the software far:

WLE30PC Wireless B/G Cardbus PC Card

Click Finish to close the wizard

Finish
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2.4 Verify Installation

To verify if the device exists in your computer and works, go to Start > Settings > Control
Panel > System -> Hardware -> Device Manager. Expand the Network Adapters
category. If the WL630PC Wireless B/G Cardbus PC Card is listed here, it means that your
device is properly installed and enabled.

L Device Manager,

File  Action  Wiew Help
g 2
= &), ComPUTERODE

+] B’ Batteries

+ j Campuker

+]-2gn Disk. drives

¥ .é Display adapters

+| iy DYDJCD-ROM drives

+-{=%) Floppy disk controllers

+ g Floppy disk drives

+ IDE ATAATAPI contrallers

+ % Infrared devices

+-<z Keyboards

) Mice and other pointing devices

»g’ Manitars

=R Metwork adapters
B8 WLE30PC Wireless B/G Cardbus PC Card

+- [ PCMCIA adapters

¥
¥

2.5 Uninstallation

To uninstall the driver and utility, go to the Control Panel of your system.

Open the Add/Remove Programs.

Select the WL630PC Wireless B+G Utility in the Add/Remove Programs and

then click on the Remove.

4. Follow the on screen instructions to uninstall the driver and utility. After the uninstallation,
plug out the device and reboot the system.

W=

3 NETWORK CONNECTION

Once the device driver is well installed, a network setting described in the following should be
also established.

3.1 In Windows 98SE/ME

1. Go to Start > Settings > Control Panel > Network.
Make sure that all the required components are installed. If any components are missing,
click on the “Add” button to add them in.

Network EE

Canfiguration | Identification | Access Comrol |

The following network components are installed.
Diaklp Adapter -]
IEM Etherlet PC Card
"wLEIOPC Wireless B/G Cardbus PC Card J
-

TCPAP -» Diaklp &dapter
TCPAP > |BM Ethenlet PC Card
TCRAP > 'WLE20PC ‘wireless BJG Cardbus PC Card

fdd | FEe| DR

Frimary Network Logon;

IIZIlant for Microsoft Netwarks j
File and Frint Sharing.
Drescription
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2. For making your computer visible on the network, enable the “File and Print Sharing...”
and check on the boxes as shown.

File and Print Sharing 7|

[+ | wart to be able to give others access o my files.

V¥ { wart to be able to allow athers ta print ko my printer(s)

Ok I Caticel |

3. Click the “Identification” tab. Make up a name that is unique from the other computers'
names on the network. Type the name of your workgroup, which should be the same
used by all of the other PCs on the network.

Metwork EE3

Configuration  Identification |Access Eontroll

E Windows uzes the following information ta identify your
s =4 computer on the network. Please tpe a name for this
""" computer, the workgroup it will appear in, and a short

description of the computer.

Computer name: |[BulETERgyFinE

Wiorkgroup: IWDHKGHDUP

Computer

Drescription: IEomputer

()8 I Cancel |

4. Click the “Access Control” tab. Make sure that “Share-level access control” is selected.
If connecting to a Netware server, share level can be set to “User-level access control”.

Metwork EHE

Eonfigurationl |dentification  Access Contral |

— Control access to shared resources using:

of
pply & password for each shared

[EZ0LICE.

' Userlevel access control

Enables you to specify uzers and groups who have
access to each shared resource.

Obtain list of users and groups fronm:

()3 I Cancel |

6. When finished, restart your computer to activate the new device.
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3.2 In Windows 2000/XP

1. For Windows 2000, go to Start > Settings - Control Panel > Network and Dial-up
Connections - Local Area Connection - Properties.
For Windows XP, go to Start > Control Panel - Network and Internet Connections
- Network Connection > Wireless Network Connection Enabled WL630PC
Wireless B/G Cardbus PC Card.

2. Make sure that all the required components are installed. If any components are missing,
click on the “Install...” button to add them in.

Local Area Connection 2 Properties ed |

General |

Connect using:
I B2 WLE30PC Wireless B/G Cardbus PC Card

Components checked are uzed by this connection:

Odyzzey Metwork. Services
File atd Printer Sharing for Microzoft Netwaorks
U Intemnet Protocol (TCPAR)

Inztall... | Uninstall Properties
— Description
Allows your computer to access resources on a Microzoft
nebwork.

[ Show icon in taskbar when connected

Ok Cancel

4 IP Address

1. To configure a dynamic IP address check the “Obtain an IP Address Automatically”
option.

Internet Protocol {TCP/IP} Properties 3 ﬂﬂ

General |

*r'ou can get IP settings assigned automatically if pour network. supports
this capability. Otherwize, vou need to ask vour netwaork. administratar for
the appropriate P settings.

L ibtain an |P address automaticall
" Usze the following IP address:

IF address: I
Subnet mask: I
Defaulk gatewsay: I :

»0' Obtain DMS server address automatically

—{" Use the follawing DNS server addresses:

Erefered DS server: I i
Liltermate DS semver I

Advanced... |
Ok I Cancel |
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2. To configure a fixed IP, check the “Use the following IP address” option. Then enter an
IP address into the empty field. For example, enter 192.168.1.1 in the IP address field and
255.255.255.0 for the Subnet Mask.

Internet Protocol {TCP/IP) Properties HE
General |

*f'ou can get P settings assigned automatically if your netwark supports
this capability. Otherwise, pou need to ask your network administrator for
the appropriate [P settings

£~ Obtain an P address automatically

— (% Usze the follawing IP address:

P address: I 192 168, 1 . 1
Subnet mask: I 2580205t 2800
Default gateway: I 4 3 4

£ ([t WS servenaddiess attomaticalls

—% Use the following DMS server addresses:

Preferred DMS server I . . .

Alternate DNS server: I y " .
Advanced
co |

Note: When assigning IP Addresses to the computers on the network, remember to
have the IP address for each computer set on the same subnet mask.

5 Confiquration Utility

After the Wireless CardBus PC Card has been successfully installed, users can use the
included Configuration Utility to set their preference.

To activate the Configuration Utility, you may go to Start - Program — WL630PC Wireless
B+G —» WL630PC Wireless B+G Utility.

There is also a Configuration Utility icon created on the desktop. You can also open the
Configuration Utility by clicking the icon.

After you have activated the Configuration Utility icon on the desktop, there will be also a
Configuration Utility icon appeared in the taskbar (as in the red circle). You can open the
Configuration Utility by clicking on the icon.
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5.1 Main Tab

Open up the Configuration Utility and the below screen will display the current status of the
WL630PC Wireless CardBus PC Card.

# W1 630PC Wireless B/G Configuration Utility X

Profile Name:
551D:

BSSID:

Current TX Rate:
Channel:

B5S type:

Select Network.

Profile tManager I Informatian ] Libout ]

W&roq'lﬁgﬁtion manager

® Connected to network.

v

] L6 *IQ
+ Wireless B/G Cardbus PC Ca

Configure using Windows Zero Config.
TX Rate:

RX Rate:

Signal Quality:

551D Mode

[ch_ [Signal [ BSSID | Praiile Connect |

6 mywlanssid Acocess.. 3 Bad 00-50-F1-12-00-00 e

@ P:Iette-WLAN focess ... 4 Poor 00-60-10-F2-6F-C3 M

ﬁ SDP Aecesz.. 1 Mo signal 00-09-58-43-17-88 Configure

@ WirslessaP Access.. B Mormal 00-30-04-13-7700 11 Ac

< >

Ok Cancel | ‘
Item Description
Configure |External Configuration Checkbox (Windows XP only): A checkbox that

using Windows |enables you to disable the WLAN Station Configuration Utility and

Zero Config. |indicates that the station driver is to be configured with Windows XP’s

built-in Windows Zero Configuration Utility (WZC).

On Windows XP systems, the WZC service is automatically stopped when
the WLAN Configuration Ultility is installed. The WZC is started when
you check the Configure using Windows Zero Configuration
checkbox.

The checkbox is only displayed on Windows XP systems.

To disable the WZC and access using the Configuration Utility, right-
click on the WLAN Utility and then uncheck the Configure using WZC.

Profile name

The profile name that is currently connected.

SSID The SSID is the unique name shared among all points in your wireless
network.
The name must be identical for all devices and points attempting to
connect to the same network.
¢ Indicates that the network does not require special security settings
and access rights in order to connect to it (that is, you can connect to the
network by setting the station’s privacy mode to None and authentication
mode to None).
@ Indicates that the network requires special security settings and access
rights in order to connect to it.
@ Indicates a hidden network that is not broadcasting its SSID. The SSID
for such networks are listed as <Hidden Network>. In order to connect to
such a network, you must know the network’s SSID.

BBS ID The MAC address for the Access Point or station.
Current Tx |lt displays the currently connected rate.
Rate
Channel The channel that is currently connected.
BSS type The type of connection, either Access Point or Peer-to-Peer.
Tx Rate /IRx |The actual instantaneous transmit and receive rates, in Mbps.
Rate
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Item Description
Signal quality [The signal strength from the network Access Point or station. The
strength is displayed in three formats: a signal quality level (one of five
levels, from Bad to Best), a numerical value in dBm, and a signal quality
bar graph with a scale of —-82 to —10.
Connect Highlight one of the devices from the list area and then press the

Connect button to access it.

Prefils Configuration 53]
;;;;;
lllll e g P Ertarpase -
Secuty [T -
gt Mitacscainste  [oon
= i
BSE Type: Enabie [0 mode
Charnet
Yo
Do Adbvarsed Made
coes |

Profile Name: Enter the profile name you wish to have.

Set Configuration: The Set Configuration area contains the following
fields

SSID Name: The SSID for the current profile

BSS Type: The BSS type, either peer-to-peer or Access Point
Channel: The preferred channel on which to make a connection
(available for peer-to-peer connections only)

Band: The band on which to make a connection.

Super Profile: Determines the security settings available to you, and can
be one of the following:

Personal: Enables only the basic security settings that you are likely to
need at home.

Enterprise: Enables all security settings, including more complex
certificate-based settings that you may need in an office.

Security: Determines the type of security to use for this connection, and
can be one of the following:

None
WEP
WPA2
Any WPA

WEP: Wired Equivalent Privacy (WEP) is a data security mechanism
based on a 64 Bit/128 Bit/256 Bit shared key algorithm.
Press the Configure button to change WEP configuration.

Note: You must use the same Default Key #, Key Size, and
Encryption Key on both the host and destination devices in order to
establish a connection.

KEY1 ~ KEY 4: You can specify up to 4 different keys, but only one can
be used at a time.

Encryption: Enter the key value in this field.

Select Hexadecimal (Hex) if you are using hexadecimal numbers (0-9, or
A-F).
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Item

Description

Select ASCII if you are using ASCII characters (case-sensitive). ASCII
characters are: 0,1,2,...8,9 and a,b,c,d,...x,y,z.

10 Hexadecimal digits or 5 ASCII characters are needed if 64-bit WEP is
used;

26 Hexadecimal digits or 13 ASCII characters are needed if 128-bit WEP
is used;

58 Hexadecimal digits or 29 ASCII characters are needed if 256-bit WEP
is used.

For example, the characters “1122aabbcc” are in 10 Hexadecimal digits.

For example, the characters “test1” are 5 ASCII keys.

WPA2 & Any WPA: (WiFi Protected Access) is more secure than WEP,
and should be used if possible.

Authentication Mode: Determines the type of authentication to use for this
connection.

With Super Profile set to Personal, this field can be one of the following:

Open: If your access point/wireless router is using "Open" authentication,
then the wireless adapter will need to be set to the same authentication
type.

Shared Key: Shared Key is when both the sender and the recipient share
a secret key.

Auto Switch: Select Auto Switch for the adapter to automatically select
the appropriate

PSK: In the Passphrase field, enter the key that you are sharing with the
network for the WLAN connection. By default, the key that you type is
masked with asterisks (*). To view the key that you entered, check
Unmask.

Pre-shared key

Passphraze: |‘

I Unmask

ok | Cancel ‘
With Super Profile set to Enterprise, this field can also be one of the
following:
TLS

PEAP — MS-CHAP-V2 (only with CCX mode enabled)

PEAP — GTC (only with CCX mode enabled)

LEAP (only with CCX mode enabled)

The Personal Certificate window enables you to supply a personal
certificate for use with TLS and PEAP — MS-CHAP-V2 authentication.
This window is only applicable with Enterprise security.

Personal Certificate:

Personal certificate @
Uzer Mame:

Certificate not found.

| Browse. .. |

[ Walidate Server Certificate

Cancel | 0K |

To supply a Personal Certificate:
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Item

Description

In the User Name field, type in the user name assigned to the certificate.
Select a certificate by clicking Browse. The standard Windows Select
Certificate window is displayed:

Intermediate Certirication Authorities El

lssued To

< >

i3 Concel | View |

Select a certificate from the list, and click OK. The name of the certificate
is displayed in the textbox in the middle of the Personal Certificate

window.
To view the certificate, click View. The certificate is displayed:

Certificate E‘El

General | Detalls | Certification Path

Certificate Information

Windows does not have enough information to verify
this certificate.

Issued bo: TWK121635165 Yuants
Issued by: TaiCh Secure CA

valid from 10/6/2003 to 10/5/2004

& Vou have a private key that corresponds to this certificate.

The Password window enables you to supply a login name and password
for use when selecting LEAP or PEAP — GTC authentication.

" prompt far password

* uze the following user name and passwornd

Login Mame: |

Pasaword: |

[ Unmagk

Ok | Cancel

To specify a user name and password:

1.Select the appropriate radio button to indicate whether:
You are supplying a user name and password now.
The utility prompts you for them each time you try to connect to a network.

Page 15 of 20




User Manual

Item

Description

2. To provide a user name and password now, enter them in the fields
provided.

Not all values for Authentication Mode are available for all Security
settings.

Enable CCX mode: Enables connections in CCX mode. When checked,
additional authentication modes are available.

This checkbox is only enabled when Super Profile is set to Enterprise.
Configure|: Click [Configure| to open the configuration window.

lOpen Advanced Mode: Click [Open Advanced Mode to configure the

following screen:

Power Sava Mode: | Norw = Fragrant Thisghald  [4096
FITS Thesshoid %
G e
Flekey Lk Sheat [

Power Save Mode: Indicates whether to use power saving. This field can
be one of the following:

None: No power save mode.

Max: Max power save mode.

TX Power Level: The transmit power level, which can be one of the
following:

Low Power (6% of full power)
Medium-Low Power (12%)
Medium-Power (25%)
Medium-High Power (50%)
High Power (100%)

TX Rate: The preferred rate of transmission, in Mbps. The options for this
field are based on the selected band and channel,

Packet Burst: Indicates whether the Packet Bursting feature is enabled.
Turbo Mode: Indicates whether the 4X feature is enabled.

Fragment Threshold: The maximum fragment length, in bytes. The value
is an even number from 256 to 4096 (default is 4096).

RTS Threshold: The minimum packet length for sending an RTS frame,
in bytes. The value must be greater than 0 (default is 4096).

Preamble: Either short or long

Retry limits: The number of retries to attempt, if necessary, when
sending a frame. There are two Retry limits fields:

Short: For frames without an RTS frame

Long: For frames with an RTS frame

To hide the advanced fields, click Close Advanced Mode.

:K When the configuration is done, click o save.
Cc

ancell: Click [Cancel |to discard changes.

Rescan

Searches for all available networks. Clicking on the button, the device will
start to rescan and list all available sites.

Configure

Click |Configure| to modify the settings for the profiles with the SSID of the
selected network.

If no profile exists, the Profile Configuration window is displayed so that
you can create a profile. The Profile Name field is blank.

If profile exists, the Profile Configuration window is displayed so that
you can modify its settings.
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5.2 Profile Manager Tab

The Profile Manager enables you to create, modify and delete the profiles that the station
uses to connect to WLAN networks, to activate and de-activate profiles, and to raise and
lower a profile’s priority.

® W 630PC Wireless B/G Configuration Utility

Main  Profile Manager ] Infarmation | Abaut |

: WL630PC -
WisR&Rtion manager Wireless B/G CHJBM

Profiles Pool Active Profiles

Edit

il

Delete

Ok | Cancel

All profiles are displayed in one of the following lists:

Profiles Pool: A list of inactive profiles, that is, profiles that cannot currently be used for
making a connection.

Active Profiles: A list of active profiles, that is, profiles that can be used for making a
connection.

Item Description
New| Click New [to create a new profile.

The new profile is inactive and is added to the Profiles Pool list.
Edit Click [Edit to edit an exiting profile.

Delete Click |Delete| to delete the profile that is currently selected in the Profile
Manager tab. The following confirmation dialog box is displayed:

Profile Manager.

oK Click [OK] to save any changes to profiles and connection settings, and
then minimizes the utility to the Windows system tray.
Cancel Click [Cancel [to discard any changes to profiles and connection settings,

and then minimizes the utility to the Windows system tray.

Apply| Click |[Apply] to save any changes to profiles and connection settings.
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5.3 Information Tab

The Information tab displays information maintained by the driver, such as the number of
packet errors and the total number of bytes received or transmitted. The tab also displays
information about the current connection, as well as network information about the station.
The statistics are for the period starting when you last connected to a network. The statistics
are refreshed at least twice a second.

® W 630PC Wireless B/G Configuration Utility

Main | Profile Manager ]

: 4 L6 ?l PO
W&%‘Lﬂgﬁﬁun manager "L‘Eih.ﬂ B/G Cardbus ?(m

® Connected to network. Duration: 00:08:37

Receive Connection Information Network Information

Good Packets: 6365 | Association Rejects: MAC Addr: 00-E0-98-BF-68-DB
Duplicate Packets: 0 | Association Timeouts: IP Addiess 10.0.0.5

Error Packets: 0 | Authentication Rejects: Met. Maszk: 255.255.255.0
Beacons: 5729 | Authentication Timeouts: Gateway: 10.0.01
Total Bytes: 7943973 | 5TA Reg. Domain: ETSI1
Country Code: HA
Power Save Mode: Mone
Packet Burst Mode: Aclive
Turbo Mode: Inactive

Tranzmit
Good Packets: 3404
Total Bytes 225005

] | Cancel |

Item Description

Connection |Indicates whether the station is currently connected to a network. This is
Status the same connection status as displayed on the Main tab.
Duration The time since the station last connected to a network.

Receive / All information is for the period starting when you last connected to a
Transmit network, except for Beacons, which is for the period starting when you
Statistics installed the driver.

Connection |Information about association and authentication attempts with the

Information |currently selected network, as well as some connection settings.
Network Network information, such as the IP address, of the station.

Information
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6 Example of connection to an Access Point

1. At the Main tab, highlight one of the devices from the list area that you wish to connect and
then press the Connect button to access it.

= W1 630PC Wireless B/G Configuration Utility.

Main l Profile Manager] Information] About ]

| WL630PO :
WiglR&3tion manager Wireless B/G Cardbts @

Profile Hame: Configure using Windows Zero Config.
S51D:
BSSID:
Current TX Rate: RX Rate:
Channel:

BSS type:

TX Rate:

Signal Quality:

Select Metwaork

5SID Mode [ Ch [ Signal | BSSID | Prafile Ciars! |
(@ PalettewLaN  Access.. 4 Bad 00-60-10-F2-BF-C3 Rescan

& sopP Aocess... 11 Bad 00-03-58-43-17-68
“irelessi P . 8 00-30-04-13-77-00

Configure

< *

(] 8 | Cancel | |

2. The Profile Configuration window will be displayed so that you can create a profile.

Profile Configuration g|
Privacy
Prafile Manme: W Super Profile ’m
Security ,h‘
Set Configuration Authentication Mode: Open -
551D Name: fwiglesstP

BSS Type: Arcess Point - ~
Channel:

Band 2 4GHz -
Open Advanced Mode |

(] 8 | Cancel |

3. The SSID name will appear on the Profile Name. You can change the Profile Name if you
wish to.

4. Select Personal for Super Profile and select Open for the Authentication Mode.

5. Select None for the Security if the network does not require special security settings and
access rights in order to connect to it. Please proceed to Step 11 on Page 20.

6. Select WEP for the Security if the network requires special security settings and
access rights in order to connect to it. Then, click on Configure... to set the WEP
Configuration.
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7. The WEP Configuration screen will be shown.

WEP Configuration rgl
WEP Caonfiguration
Fep Format : |Hex -
Drefault key Encryption Key Size
& |64 bits [10 digits) ~|
2z | |54 bits [10 digits) ~|
ra | |64 bits [10 digits) |
4| |54 bits [10 digits) ~|
Ok, | Cancel |

8. Select Hexadecimal (Hex) if you are using hexadecimal numbers (0-9, or A-F).
10 Hexadecimal digits are needed if 64-bit WEP is used;
26 Hexadecimal digits are needed if 128-bit WEP is used;
58 Hexadecimal digits are needed if 256-bit WEP is used.
For example, the characters “1122aabbcc” are in 10 Hexadecimal digits.

WEP Configuration §|

WEP Configuration

Key Format : |Hex -

Default key Encmyption Key Size
1 |sbcde12345 |64 bits (10 digits) ~_~ |
c2 | | 64 bits (10 digits) ~|

9. Select ASCII if you are using ASCII characters (case-sensitive). ASCII characters are:
0,1,2,...8,9 and a,b,c,d,...x,y,z.
5 ASCII characters are needed if 64-bit WEP is used:;
13 ASCII characters are needed if 128-bit WEP is used;
29 ASCII characters are needed if 256-bit WEP is used.
For example, the characters “test1” are 5 ASCII keys.

WEP Configuration @

WEP Configuration

K.ey Format : [ASCH -

Default key Encmyption Key Size
"1 |he||0 |E4 bitz [3 characters) j
cz | |64 bits [5 characters) v |

10. Click OK to exit the WEP Configuration.

11. Click OK to exit the Profile Configuration and then click on Apply in the Main tab to
activate the settings.
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